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n ACLU Immigrants’ Rights 
Project v. U.S. Immigration 
& Customs Enforcement, 58 
F.4th 643, 2023 WL 405766 (2d 
Cir. 2023), the U.S. Court of 

Appeals for the Second Circuit 
revisited the thorny question 
of when a federal agency must 
manipulate an electronic data-
base in response to a request 
under the Freedom of Information 
Act, 5 U.S.C. Section 552 (FOIA). 
The ACLU sued Immigration and 
Customs Enforcement (ICE) for 
refusing to replace personally 
identifiable “alien identification 
numbers” held in its databases 
with anonymized “Unique IDs” 
that would allow the organization 
to connect records of events to 
individuals. ICE responded that 
making such Unique IDs would 

create new records, which FOIA 
does not require. In a unanimous 
opinion authored by Circuit Judge 
Reena Raggi and joined by Circuit 
Judges Susan Carney and Richard 
Wesley, the court reversed the 
district court’s grant of summa-
ry judgment to ICE and held that 
Unique IDs are not new records. 
In reaching this conclusion, the 
court refined its framework for 
analyzing when FOIA requires 
agencies to alter electronic dis-
closures in order to facilitate 
access to records held within 
their databases.

�FOIA and the Limit  
On ‘New Records’

FOIA establishes a general rule 
of agency disclosure of records 

unless one of nine exemptions 
applies. Even if an exemption 
allows an agency to withhold cer-
tain records, the agency still must 
produce “any reasonably segre-
gable portion of that record.” 5 
U.S.C. Section 552(b). However, 
the Supreme Court has explained 
that because FOIA “deals with 
‘agency records,’ not informa-
tion in the abstract,” it “imposes 
no duty on the agency to create 
records.” See Forsham v. Harris, 
445 U.S. 169, 185–86 (1980).

The increasing use of electronic 
files and databases has compli-
cated the distinction between 
creating new records and merely 
producing or segregating existing 
records in an accessible form. In 
1996, Congress enacted the Elec-
tronic Freedom of Information Act 
Amendments (E-FOIA), which 
requires each agency to “make 
reasonable efforts to maintain 
its records in forms or formats 
that are reproducible,” and, when 
disclosing a record, to “provide 
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the record in any form or format 
requested by the person if the 
record is readily reproducible by 
the agency in that form or format.” 
5 U.S.C. Sections 552(a)(3)(B).

However, neither E-FOIA nor 
subsequent amendments clarified 
when a request for electronically 
stored information asks agencies 
to create a “new record” and 
when it merely asks for an exist-
ing record in a different “form or 
format.” Courts have routinely 
held that searching an electronic 
database alone does not create 
a new record. But many FOIA 
requests also call on agencies 
to rearrange data or present it 
in a new manner. Thus, the line 
remains blurred between “search-
ing a database, on the one hand, 
and either creating a record or 
conducting research in a database 
on the other.” See National Security 
Counselors v. CIA, 898 F. Supp. 2d 
233, 270–71 (D.D.C. 2012).

The ACLU’s FOIA Request

ACLU Immigrants’ Rights Proj-
ect exemplified this tension. 
In 2018, the ACLU submitted 
a request to ICE for electronic 
spreadsheet data collecting 
entries on several events in the 
deportation process, such as 
apprehensions, detentions and 
removals. ICE kept these records 
in internal databases that orga-
nized the information in terms 

of events rather than individual 
noncitizens. The only information 
in the databases that connected 
events to specific people were 
entries for the unique “alien iden-
tification numbers,” commonly 
known as “A-Numbers.” Both 
parties agreed for the purposes 
of the litigation that because the 
A-Numbers could identify indi-
vidual noncitizens, those num-
bers could be withheld under 

FOIA’s enumerated exemptions 
for records that would cause 
unwarranted invasions of per-
sonal privacy if disclosed.

Instead, the ACLU requested 
that ICE replace the A-Numbers 
with alternative unique identi-
fiers. It contended that these 
“Unique IDs” would allow it to 
connect the immigration enforce-
ment events experienced by each 
noncitizen that were document-
ed across ICE’s databases while 
preserving anonymity. When 
ICE produced the spreadsheets, 
it redacted the A-Numbers with-
out replacing them with Unique 
IDs. Thus, the ACLU could not link 

the events in the spreadsheets to 
anonymous individuals.

The ACLU sued to obtain the 
spreadsheets with Unique IDs. 
The district court granted sum-
mary judgment to ICE, holding 
that the Unique IDs were new 
records that the statute did not 
require the agency to create. 
See ACLU Immigrants’ Rights 
Project v. U.S. Immigation & Cus-
toms Enforcement, No. 19 Civ. 
7058, 2021 WL 918235 (S.D.N.Y. 
Mar. 10, 2021). It rejected the 
ACLU’s argument that Unique 
IDs would convey “relational 
information”—that is, the con-
nections between individual 
noncitizens and immigration 
enforcement events—that the 
databases already contained. 
Instead, the court reasoned 
that, unlike a database search, 
the ACLU’s request for Unique 
IDs would require ICE to produce 
additional information about 
database entries, thereby creat-
ing new records. It further deter-
mined that because “relational 
information” was a “conceptual 
abstraction” that the agency had 
no duty to disclose, this infor-
mation could not be segregated 
from the A-Numbers to be pro-
duced separately.

The Second Circuit’s Opinion

The Second Circuit reversed, 
but it declined to adopt the 
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The increasing use of elec-
tronic files and databases has 
complicated the distinction 
between creating new records 
and merely producing or seg-
regating existing records in an 
accessible form.



ACLU’s position that Unique IDs 
showed “relational information” 
already present in the databases 
and A-Numbers. According to the 
court, Unique IDs did not convey 
any information; rather, they were 
tools that allowed the public to 
access other information in the 
databases about immigration 
events organized in the same 
“person-centric manner” that 
was available to ICE.

The court explained that for 
the databases at issue, A-Num-
bers “function as the sole ‘key’ 
or ‘code’ affording access to 
electronic data pertaining to 
individual aliens from its event-
centric databases.” ICE used this 
person-centric “key” in the nor-
mal course of its operations, as 
it conceded that agency officials 
viewed data about immigration 
events affecting specific nonciti-
zens by querying the databases 
with the relevant A-Numbers. 
Without a similar tool to provide 
the same “access function” as the 
A-Numbers to “person-centric” 
datapoints, the court explained, 
the public would be unable to 
access records in the manner 
used by ICE officials.

Accordingly, the court held that 
Unique IDs were not new records 
because they served the same 
function as A-Numbers—provid-
ing access to information about 
events arranged in terms of the 

individuals who experienced 
them—without altering the “sub-
stantive content” of those records. 
Id. at *12 (quoting Yeager v. DEA, 
678 F.2d 315, 323 (D.C. Cir. 1982)). 
The court observed that FOIA’s 
policy favoring disclosure sup-
ported an interpretation of the 
statute to oblige agencies to retain 
access functions for the records 
they disclosed: without such a 
rule, the government could use 

exempt records as keys to access 
nonexempt information, shield-
ing the latter from disclosure. 
To illustrate the point, the court 
analogized the ICE databases to a 
physical lock: “If an agency were 
to maintain nonexempt, person-
centric records in a vault, the lock 
of which could be opened only 
with a combination of exempt 
numbers, the agency could not 
decline to produce documents 
from the vault by invoking the 
exemption afforded to the lock 
combination.”

The court added that this result 
was consistent with the require-
ment in E-FOIA that agencies pro-
duce records in the “any form or 
format ... readily reproducible.” 
Without defining the meaning of 
“form or format,” the court deter-
mined that the arrangement of 
records about immigration events 
in terms of individual noncitizens, 
which Unique IDs facilitated, was 
readily reproducible, because ICE 
already employed A-Numbers to 
access the records in the same 
way.

Conclusion

The Second Circuit’s decision in 
ACLU Immigrants’ Rights Project 
clarifies that when an agency dis-
closes records, FOIA requires that 
it also provide a means for the 
public to access those records in 
the same way that is available to 
the agency. Litigants can use this 
decision in the future to advocate 
for broader disclosure by arguing 
that, even if some records held in 
electronic databases are exempt 
from disclosure, the government 
must take additional steps to 
ensure that the nonexempt infor-
mation remains accessible.
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Litigants can use this decision 
in the future to advocate for 
broader disclosure by argu-
ing that, even if some records 
held in electronic databases 
are exempt from disclosure, 
the government must take 
additional steps to ensure that 
the nonexempt information 
remains accessible.


